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Job Scams 
It’s high season for job-hunting and along with this, scammers abound to offer you jobs that 
are, in reality, their efforts to steal your personal information. They will try to get your bank 
account and credit card details for you to proceed with the job application and once they get 
it, they suddenly disappear. 

Protect yourself: 
 Watch out for too good to be true promises such as “no experiences required”, “work 

from home” and “competitive salary”. 
 Don’t give out too much information on initial interviews and when filling out job 

application forms. 
 Don’t reveal sensitive information such as your online banking credentials, credit card 

number and one-time password (OTP). 
 Do not click links from unknown senders. 
 Do your own research of the company. 
 Check if the job opening is authentic. 
 Do a thorough check on the people you’re speaking with. 
 Avoid pay to work arrangements. 


